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Abstract of the contribution: This contribution discusses in case delegated discovery how the SMF(s) are selected for home routed PDU session, and/or for PDU session with I-SMF involved in ETSUN scenario.
1 Introduction
When AMF delegates the SMF discovery to SCP, there is currently an FFS on home routed PDU Session:
Editor’s note: It is FFS how the SCP handles the selection of the vSMF and hSMF in the HR roaming case and it is also FFS how the vSMF is informed of the selected hSMF in case of delegated discovery and HR case.
In addition, in ETSUN, the AMF may select I-SMF and SMF during PDU Session establishment and mobility procedure. Hence, the AMF needs to decide whether I-SMF is needed or not. Similar also exist for the HR case, 
“In the case of home routed scenario, the AMF selects a new V-SMF if it determines that the current V-SMF cannot serve the UE location. The selection/relocation is same as an I-SMF selection/relocation as described in the clause 5.34.”
It is not clear how these two case handled when the AMF delegate the SMF discovery/selection to SCP.
2 Discussion
2.1 Discovery assumption
Before we consider how to do the delegated discovery via the SCP, the common understanding is that the SCP shall not involve the 3GPP specific service logic. The discovery /selection done at the SCP is based on the match of the request and query result. Per that consideration we check how this can be done if the delegated discovery is configured. 

In the below discussion we take the ETSUN scenario as the example to show how the potential solution may look like. Similar approach can also be considered for the HR routing case. 
2.2 SMF selection via the Delegated Discovery
2.1.1 SMF selection in two step


Figure 1 SMF selection via SCP in two steps
To support the SMF/I-SMF selection in the PDU Session establishment procedure considering the ETSUN deployment case, the SMF selection can be done as following:
1. The AMF provides related parameters for SMF selection to SCP. 
2. The SMF query the NRF with the DNN, S-NSSAI. The NRF returns the corresponding SMF and its associated NF profile. The SMF profile includes the SMF service area. 
3. The SCP selects an SMF that can support UE location. If the returned SMF can serve the UE location, the request just forward to that SMF. The following steps are skipped.
Even in this case the SCP still need some 3GPP specific logic, e.g. it need be aware that the if the SMF service area equal to whole Serving PLMN, it cover the UE location, which is TA granularity.  
4. If none of the SMF can serve the UE location, the SCP rejects the request from AMF, indicates that no SMF can support UE location. The rejection also includes the selected SMF(s) and the cause value. 
5. The AMF select one SMF(s) returned from SCP and generate a new request message include that selected SMF Instance. 
6. The AMF resend the modified request message, together with selection parameters excluding DNN, so that SCP selects an I-SMF that can support UE location and S-NSSAI. 
7. This time, the SCP can select one I-SMF that can support the UE location.
8. The SCP forwards the request to the selected I-SMF instance. 
9-11. When SCP receives response from I-SMF, the SCP forward the response to AMF. Based on this is response for the 1st time request, the SCP includes the I-SMF service area back to AMF. The AMF use this information to determine whether I-SMF needs to be relocated later.
If the I-SMF needs to be relocated, the AMF send the request SCP again similar as the step 6 to reselect a new I-SMF.

Solution 1 can support PDU Session with home routed roaming too. For HR PDU session, the step 1 parameter includes extra parameter of HPLMN ID. If the HPLMN ID is included, the NRF only returns H-SMF from HPLMN at Step 2. The rest are same as that in ETSUN handling.
2.1.2 SMF selection in one step
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Figure 2 SMF selection via SCP in one step
In this solution:
· The SCP act as AMF role to select SMF, i.e. the SCP determines whether I-SMF is needed. If yes, the I-SMF selects both SMF and I-SMF. For HR case, the SCP selects H-SMF and V-SMF.
· The SCP sends the H-SMF/SMF ID together with the request message received from AMF.
· Option 1: the SCP modify the request message body, and include the SMF/H-SMF ID into message body based on Rel-15 SBI. This option can work with Rel-15 I-SMF.
· Option 2: the SCP add the SMF/H-SMF ID into the request header and send it to V-SMF/I-SMF. This option requires Rel-16 I-SMF, and non-backward compatible with Rel-15 I-SMF/V-SMF.
· When response message is received, the SCP forward the response message back to the AMF. Based on this is response for the 1st time request, the SCP includes the I-SMF service area back to AMF. The AMF use this information to determine whether I-SMF needs to be relocated later. 
2.1.3 SMF selection exclude ETSUN and HR roaming case
The above solutions 1~2 are complicated, and has more requirements on SCP. 
However, there is yet another option, that is, the AMF does not delegate SMF discovery to SCP in case the I-SMF may be selected for the PDU Session or the case of HR PDU Session. The AMF can configure whether to use delegated discovery for SMF based on configuration, e.g. if the PLMN support ETSUN deployment, the AMF does not use delegated discovery.

Comparing the 3 solutions, the solution 2 requires the SCP to insert SMF/H-SMF ID into request message body. Theoretically, the SCP can do this handling. However, this is against the assumption that the SCP should avoid to be 3GPP specific. So, in principle, solution 2 is not recommended.
For solution 1, the SCP needs some intelligence, for example it can read the 3GPP defined NF profile and include the related information in the response message. And it knows that if SMF that support UE location, DNN and S-NSSAI is not available, it selects SMFs that support DNN and S-NSSAI, and return them to AMF. This also add some 3GPP specific logic to the SMF.
It is proposed to decide whether solution 3 is acceptable. If solution 3 is not acceptable, the solution 1 is recommended.
Proposal: It is proposed the meeting to decide whether solution 3 is acceptable. If solution 3 is not acceptable, the solution 1 is recommended
3 Proposal
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